
Saurotek Systems: Containment Guidelines 
 
Version 1.3 — Internal Use Only 
All personnel must be familiar with and adhere to the following containment protocols. 
 
 
--- 
 
1. General Safety Principles 
 
Always assume containment systems can fail. Redundancy and vigilance are essential. 
 
Only authorized personnel may enter restricted zones. Access is controlled via ID and 
biometric verification. 
 
All staff must carry emergency transponders and radio units at all times within the facility. 
 
 
 
--- 
 
2. Zone Classification and Access 
 
Zones are classified from Green (Low Risk) to Black (Extreme Risk). Personnel clearance 
must match zone classification. 
 
Movement between zones requires logging with Central Security and verification at access 
terminals. 
 
Emergency lockdown protocols are active in all Red and Black zones. Doors will 
automatically seal upon trigger events. 
 
 
 
--- 
 
3. Containment Unit Standards 
 
Structural Requirements: 
 
All containment units must be composed of reinforced alloy and composite glass where 
visibility is needed. 
 
Backup power and mechanical overrides must be tested weekly. 
 
 
Environmental Controls: 
 



Temperature, humidity, and lighting must be maintained to precise specifications per 
biological needs. 
 
Deviations over 5% must be reported and corrected within 15 minutes. 
 
 
Observation Protocols: 
 
Continuous surveillance via infrared, motion, and biometric monitors. 
 
All footage is reviewed by automated anomaly detection systems and audited by staff daily. 
 
 
 
 
--- 
 
4. Feeding and Interaction Guidelines 
 
Feeding must occur according to the approved schedules. Deviations must be logged with 
justification. 
 
No direct contact is allowed unless expressly approved by both the department head and 
security. 
 
Only trained personnel may initiate feeding procedures. Safety barriers must be fully 
engaged during all operations. 
 
 
 
--- 
 
5. Incident Response and Emergency Protocols 
 
All incidents, regardless of severity, must be reported to Central Security within 10 minutes. 
 
In case of containment breach: 
 
Follow Evacuation Path Alpha unless otherwise directed. 
 
Do not attempt solo recapture. Wait for containment team clearance. 
 
 
Routine drills occur biweekly. Participation is mandatory. 
 
 
 
--- 



 
6. Behavioral Monitoring and Anomaly Reporting 
 
Staff must report any deviations in behavior, pattern, or environmental response immediately. 
 
Anomalies may indicate underlying structural or biological instability. 
 
Unusual activity should trigger a Level 2 audit regardless of alert status. 
 
 
 
--- 
 
7. Confidentiality and Data Handling 
 
All data regarding containment operations is classified. Sharing outside of designated 
channels is grounds for termination. 
 
Logs are encrypted and stored in both local and off-site servers. Do not attempt 
unauthorized access. 
 
 
 
--- 
 
Failure to follow these protocols may result in disciplinary action, loss of clearance, or 
termination. 
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